**Secure File Transfer – Official Release of Whisply with Integration in Boxcryptor**

**Secomba GmbH – the developer of the cloud encryption solution Boxcryptor – extends their product range with today’s official release of Whisply. The innovative, web-based file transfer service allows sending files securely end-to-end-encrypted out of Dropbox, Google Drive, and OneDrive. In the course of this release, Boxcryptor for Windows and Mac OS X was updated with many new features and Whisply integration.**

**Augsburg, 07/07/2016: The file transfer service** [Whisply](https://whisp.ly/en) **is now officially available, after a half year long early access phase. Starting now, files can be sent out of Dropbox, Google Drive and OneDrive, even to receivers who neither use Boxcryptor nor a cloud storage provider. Whisply is a web-based service, meaning that downloading any software is not necessary. Instead, files are sent from your browser, protected with AES-256 end-to-end encryption on zero knowledge standard. Boxcryptor users can use the service right inside the Boxcryptor software, because of the new Whisply integration.**

**And this is how it works: At** [whisp.ly](https://whisp.ly/en)**, a file can be uploaded to Dropbox, Google Drive, or OneDrive. Boxcryptor users skip this step, since they can start Whisply with right-klick on a file in their Boxcryptor drive. One can choose if the encrypted file should be sent only via link, or if additional security is required, one can add PIN or password protection.**

Every user can try out Whisply with 3 free file transfers. After that a free Boxcryptor account is necessary for an unlimited number of Whisply file transfers. Whisply features are integrated into our Boxcryptor licenses. For users who have a Boxcryptor Unlimited Personal or Unlimited Business account, Whisply is ad-free. These guides for [Windows](https://www.boxcryptor.com/en/blog/post/how-to-use-whisply-in-boxcryptor-for-windows) and [Mac OS X](https://www.boxcryptor.com/en/blog/post/how-to-use-whisply-in-boxcryptor-for-mac) show how to use Whisply with Boxcryptor, step by step.

**In the course of the release of the second product by Secomba, their flagship Boxcryptor was updated thoroughly for Windows and Mac OS X. Whisply is now integrated into the software, sign in is significantly faster, and users do not depend on an internet connection when working in shared folders, anymore.**

**Exclusively in Boxcryptor for Windows, sync-icons of the providers were added. Users can now see if a file is being synchronized, if it already is synchronized, or if there are problems with synchronization. New for Mac OS is, among other things, support of Apple’s new operating system macOS Sierra (experimental), and a new home for Boxcryptor that allows several users on a Mac to use Boxcryptor, instead of just one.**

**The v2.3.x versions will be the last Boxcryptor versions that support Windows XP & Vista, and Mac OS X 10.7 & 10.8. As these operating systems are not officially supported by Apple and Microsoft, anymore, the Boxcryptor-Team recommends users of those unsafe operating systems to upgrade to a newer version.**
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Secomba GmbH – founded in 2011 and located in Augsburg, Germany – is the developer of Boxcryptor, a cloud-optimized encryption solution with more than 40.000 customers in over 190 countries worldwide. In 2014, Secomba received the German Founder Award in the category “startup”. In 2012, the German Telekom honored the company with the second place at the Telekom Innovation Award.