**Sicherer Dateitransfer – Offizieller Release von Whisply mit Integration in Boxcryptor**

Die Secomba GmbH – Hersteller der Cloud-Verschlüsselungslösung Boxcryptor – erweitert ihr Angebot mit dem offiziellen Release von Whisply. Der innovative, web-basierte Dateitransferdienst ermöglicht es, Daten sicher und Ende-zu-Ende-verschlüsselt aus Dropbox, Google Drive und OneDrive heraus zu versenden – auch an Empfänger, welche die Cloud nicht nutzen. Im Zuge dessen erfährt Boxcryptor ein umfassendes Update für Windows und Mac OS X, mit vielen neuen Features und Whisply-Integration.

**Augsburg, den 07.07.2016:** Der Dateitransferdienst [Whisply](https://whisp.ly/) ist nach einer halbjährigen Early-Access-Phase nun offiziell verfügbar. Ab sofort können Dateien aus Dropbox, Google Drive, oder OneDrive heraus auch mit Empfängern geteilt werden, die weder einen Boxcryptor-Account besitzen noch einen der Cloud-Dienste nutzen. Bei Whisply handelt es sich um einen webbasierten Dienst, für dessen Benutzung keine Software heruntergeladen werden muss. Stattdessen werden Dateien – geschützt mit AES-256 Ende-zu-Ende-Verschlüsselung und Zero Knowledge Standard – direkt aus dem Browser heraus versendet.

Und so funktioniert es: Die zu versendende Datei kann auf [whisp.ly](https://whisp.ly/) zu Dropbox, Google Drive, oder OneDrive hochgeladen werden. Boxcryptor-Nutzer überspringen diesen Schritt, da sie im Boxcryptor-Laufwerk durch Rechtsklick auf eine Datei Whisply starten können. Es kann ausgewählt werden, ob die verschlüsselte Datei einfach nur als Link versendet, oder ob ein zusätzlicher PIN-, oder Passwortschutz hinzugefügt werden soll. Jeder Nutzer kann Whisply mit 3 Dateitransfers testen. Danach muss ein kostenloser Boxcryptor-Account erstellt werden, um unbegrenzt viele Dateitransfers durchführen zu können. Für Nutzer mit einer Boxcryptor Unlimited Personal oder Business Lizenz ist Whisply werbefrei. Diese Guides für [Windows](https://www.boxcryptor.com/de/blog/post/how-to-use-whisply-in-boxcryptor-for-windows) und [Mac OS X](https://www.boxcryptor.com/de/blog/post/how-to-use-whisply-in-boxcryptor-for-mac) zeigen Schritt für Schritt, wie Whisply mit Boxcryptor funktioniert.

Im Zuge der Veröffentlichung des zweiten Produkts von Secomba wurde ein umfassendes Update von Boxcryptor für Windows und Mac OS X zur Verfügung gestellt. Neben der Integration von Whisply erfolgt die Anmeldung bei Boxcryptor nun wesentlich schneller und bei Teamarbeit in geteilten Ordnern ist keine Internetverbindung mehr nötig. Eine exklusive Neuerung für Windows sind die Sync-Icons der Anbieter. Diese zeigen nun direkt im Boxcryptor-Laufwerk an, ob eine Datei gerade synchronisiert wird, schon synchronisiert ist oder ob es ein Problem bei der Synchronisation gibt. Auf Mac OS X gibt es weitere Neuerungen. Unter anderem unterstützt Boxcryptor das neue Betriebssystem von Apple – macOS Sierra (experimentell) – und aufgrund einer Verlagerung des Speicherorts kann nun jeder Nutzer auf einem Mac Boxcryptor nutzen, anstatt nur einer.

Die v2.3.x Versionen werden die letzten Boxcryptor-Versionen sein, die Windows XP & Vista und Mac OS X 10.7 & 10.8 unterstützen. Diese Betriebssysteme werden nicht mehr von Microsoft und Apple unterstützt, weshalb das Boxcryptor-Team Nutzern dieser unsicheren Betriebssysteme rät, ein Upgrade auf neuere Versionen durchzuführen.
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Secomba GmbH – 2011 gegründet und mit Sitz in Augsburg – ist der Hersteller von Boxcryptor, der Cloud-optimierten Verschlüsselungslösung mit mehr als 40.000 Kunden aus über 190 Ländern weltweit. 2012 zeichnete unter anderem die deutsche Telecom das Unternehmen Secomba mit dem zweiten Platz des Telekom Innovationspreises aus. 2014 erhielt die Secomba GmbH den Deutschen Gründerpreis in der Kategorie „Start-up“.